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NIS2 Directive: new organizational requirements
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Resilience is not an easy task to accomplish



Who are we at Stratus?

We are ‘The Experts in Uptime’

We do one thing very well.

We have been doing it for over four decades.

We do it better than anyone else.
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Standing out from the crowd
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High Availability vs Continuous Availability explained

HA

FT

Transaction
 Lost

Your Customer 
Selects

New  Vendor

Your 
Business 

Stalls

Traditional HA 
Cluster

Stratus
Fault Tolerant

Hardware Failure
Occurs



What We Do ?

Deliver zero-touch computing for continuous availability of mission / business - critical applications
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Meet the ztC’s

Scalable from Edge to Data Center

Zero-touch, secure, and highly-
automated platform purpose-built for 
OT edge environments

Intelligent, predictive fault tolerance 
delivering 99.99999% availability for next-
generation, sustainable operations
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Purdue and Gartner Model Architecture - Industrial
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continuous execution of software and 
protection of in-flight data

seamlessly integration into both IT 
and OT architectures with minimal 
support effort.

pre-validate cybersecurity solutions

consolidation of IT and OT workloads 
in a single Stratus compute platform 
backed by fault tolerance. 

in summary
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The importance of our Stratus Support Services

We take support seriously.

Service is engineered in. 
We can replace hardware on our systems, 
while they still run, while the business still runs.

We monitor every system constantly.
We often know about Customer problems before they do. 



Our Customers / Personas

Our Customers just want to 

‘Set and Forget’

So they can get on and :

• build it 
• bake it
• brew it 
• bottle it 
• bend it 
• box it
• bank it
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Solution brief Cybersecurity

Stratus / Palo Alto reference

Stratus is a member of Universal Automation Org

ztC Endurance web page

ztC Endurance data sheet

ztC Edge web page

ztC Edge presentation video

ztC Edge data sheet

Contact Stratus, we’ll be happy to help during your digital transformation journey
Giacomo Ghidini
Country Manager for Italy
Stratus Technologies
giacomo.ghidini@stratus.com
+39 335 6267585  

http://www.stratus.com/
https://www.stratus.com/assets/Stratus%20CyberSecurity%20Solution%20Brief.pdf?_gl=1*ynwluv*_gcl_au*NjI2NTM4MjE1LjE3Mjc5NDE4MTE.
https://resource.stratus.com/solution-brief/seamless-protection-at-the-edge-virtualized-cybersecurity-with-stratus-and-palo-alto/
https://www.linkedin.com/posts/universalautomation-org_unveiling-our-supporters-join-us-in-uncovering-activity-7259580261841932291-8Lqg?utm_source=share&utm_medium=member_desktop
https://www.stratus.com/solutions/platforms/ztc-endurance/
https://www.stratus.com/assets/ztC%20Endurance%20Datasheet%20Final.pdf?_gl=1*j5xfyh*_gcl_au*ODg0NDgxNzgxLjE3MDAwNjI1OTU.&_ga=2.57643629.653824421.1701639848-1854179887.1676279674
https://www.stratus.com/solutions/platforms/ztc-edge/
https://www.youtube.com/watch?v=pvWV4laOJnA
https://www.stratus.com/assets/ztC%20Edge%20Datasheet%20Final.pdf?_gl=1*innyrq*_gcl_au*MTI3ODU1NDU4OC4xNzI0NDAxMDk1
mailto:giacomo.ghidini@stratus.com


Thank You
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